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COMMANDER’S LOG 
ATTENTION
This month’s meeting will be held on Sunday, December 7th starting at 2:00 pm.  This is Pearl Harbor Remembrance Day.  In past years, this was a joint meeting with the Santa Fe Chapter which is now included with this chapter.  The meeting is also held early in December to avoid conflict with holiday travel.
This year is the 84th Anniversary of the attack that brought the United States into the conflict that became World War II.  What more can be said about that event than has already been said many times over.  What the U.S. knew beforehand about the attack is still being debated and researched.  The attack led to a conflict in the South Pacific that began slowly because the initial focus of the U.S. was on the fighting in Europe.  The war led to a massive mobilization of men and industry on a scale never before seen. The war ended up lasting almost four years ending with the dropping of two atomic bombs developed by the Manhattan Engineering District in what is now Los Alamos National Laboratory on Japan. This was a major change in the world order and the rise of technology throughout society.

We honor the loss of over 2.400 military and civilians in that attack and the millions of others that died in World War II.  We all hoped that the conflict would end wars, but since then there was Korea, Iraq, Afghanistan, Ukraine, and others throughout the world.  We must not only pray for peace, but also actively work to achieve it.      

This chapter has had a variety of speakers for the monthly meeting.  Are there topics that you would like to hear more about?  Is there a speaker you would like to hear?  Please contact the chapter commander with any suggestions you may have. 
  THIS MONTH’S EVENTS 

This month’s speaker will be John Hill, Associate Laboratory Director – Weapons Engineering (ALDW)
John will open the discussion about being drafted during the Viet Nam war and his stateside assignment in the US Army’s 82nd Airborne Division. However, mostof the talk will be dedicated to his father, O. A. Hill, who was one of the first Mickey Men (Radar Navigator) in the European Theatre. His father flew 15 Lone Wolf missions in B-17s, over the Alps into Eastern Europe, on his way to completing a 50 Mission Combat tour. He was awarded the Distinguished Flying Cross on two different occasions.
MEETING DETAILS

This month’s meeting will be on Sunday December 7th. We will meet in the Los Alamos Research Park building room 203A.  The building is labelled Hot Rocks Café in the map.  The meeting will begin with a social period at 2:00 PM followed by a brief business meeting at 2;30 PM.  There may be a presentation starting at about 3:15 PM. 
The Military Order of the World Wars meetings are open to all interested people for dinner and program with RSVP, or the program only at no cost.  The cost for dinner is $25.  Please call Robert Hull 1-505-328-1502 by Friday Dec. 5th for reservations.  A reservation is a commitment to pay.  The dinner menu is XXX with appropriate sides.

The meeting will be a hybrid session including Zoom online.  Zoom session will start at about 2:00 PM.  Zoom details will be in the reminder email several days before the meeting.
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LAHS NJROTC news
November was an outstanding month for Los Alamos High School NJROTC, filled with teamwork, service, and major accomplishments across the unit! Cadets continued to show dedication both inside the classroom and out in the community, making this month one of the program’s strongest yet!

One of the biggest achievements of the year came later in the month when Los Alamos competed for the Area 20 Drill Competition that was hosted at Highland High School, New Mexico. Competing against several strong New Mexico units, Los Alamos High School NJROTC proudly took 1st place overall, contributing to a great win for the program. Teams across all categories such as Armed and Unarmed Drill to Color Guard and PT, all performed with discipline, precision, and confidence. Individual cadets also stood out, earning top placements for their knowledge and strong abilities, helping secure the overall championship title and the next upcoming step to participate in Regionals.

Drill down: 5th Kaylee Colson, 4th Gideon Duplechain

Academic Team: 3rd Overall

Color guard Team: 3rd Overall

Armed Exhibition: 3rd Overall

Armed Regulation: 1st Overall

PT: 1st Overall

Curl ups: 3rd Michelle Lo, 5th Thomas West, 4th Carson Stauffer, 1st Jayden Kim

Pushups: 4th Lilia Keller-Moore, 1st Michelle Lo, 4th Bryan Lee, 2nd Marcus Oviedo 

Inspection: 1st Overall

Sweepstakes: 1st Place

November was also a month filled with service and community involvement. Cadets continued to support the annual Sock Drive for the Homeless, donating and collecting dozens of pairs of new socks to support local shelters as the weather turns colder. The drive showcased cadets’ commitment to helping those in need and demonstrated the values that are placed within the NJROTC program.

The unit also stayed active in the community through opportunities such as the Cowboy Breakfasts, where cadets volunteered in food service, setup, and assistance throughout the events, maintaining strong ties with the Los Alamos community! Meanwhile, the Color Guards remained busy throughout the month, presenting the colors at school sporting events and ceremonies. Their professionalism continued to earn praise, with each performance reflecting dedication within their training and unwavering leadership.

From winning first place at Area 20 to stepping up in community service events, November was a month full of pride, leadership, and accomplishment for Los Alamos High School NJROTC. With teamwork at an all-time high, the unit is closing out the year stronger than ever and preparing to carry this success into Regionals and other future competition seasons.

.

C/ENS Isabel Stoica
LAHS NJROTC
WREATHS ACROSS AMERICA
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Companion Sandra Wilson placing a wreath on the grave of her father Companion LtCol Norman Wilson

It is time again for donations for Wreaths Across America.  Over 400 veterans are buried in Guaje Pines Cemetery.  Every year, this chapter helps support providing wreaths to cover all these graves.  Each wreath costs $17.  Donations will be accepted through the November meeting.  Please give your donations Bob Hull, the chapter’s treasurer.  Wreaths will be placed on December 13th.  Please generously support this activity.  It is also a MOWW supported activity.
FOR THE GOOD OF THE ORDER


Once again it is time for the CINC’s Solicitation.  Please donate to support the many activities carried out by the national office on our behalf.

VETERANS DAY
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Companion Robert Malone and Chapter Commander  Gregg Giesler with chapter flag at the Veterans Day ceremony at Ashley Pond in Los Alamos.
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MOWW LinkedIn

https://www.linkedin.com/company/the-military-order-of-the-world-wars-moww/

LAST MONTH: SPEAKER         
The speaker at our November 19th meeting was Robert Hull.

.
Use of Electronic Warfare in Today’s Military Operations
Drones are being used in Gaza substantially. They're being used in the Ukraine war, Yemen Red Sea conflict, which also started in 2023, as we have, you know, kind of this undeclared war situation, which, which located there.  Then in China, between China and Taiwan, there's all these issues where, for example, 23 Chinese balloons flew over Taiwan, violating, violating its territorial airspace.  Of course, China says these were just meteorological, same kind of deal we had in the United States. So the question is, how do you deal with some of these things?  Some of that is through electromagnetic warfare, or electronic warfare, whichever way you want to define it. There are three different categories or areas that electronic warfare is divided into.  The first is electronic attack. That's where you, you're, you're offensively going after, to disrupt something, deny, degrade an environment, destroy something, or to deceive. Deceive, I'll go into, I'm going to explain more of that in a minute.  Electronic protection is like when we're using, we use jamming, or we use deception also, in order to protect the target. And then of course, there's electronic support, meaning the sensing of the electromagnetic spectrum, which is where I spent most of my time. Today, one of the main issues in the battlefield is emissions control, because the idea is you're trying to go in stealthy and not be identified.  So in order to do that, you actually have to have sensors that can pick up these things that know, you know, what, and then of course, you have various new IFF, you have radars, altimeters, you have, you might even be using satellite communications. So you're giving off emissions that somebody can pick up. 

These emissions generally come in different areas.  At the middle of that graphic there, it shows that, you know, geomagnetic and ELF sources occur actually on Earth in subways. So you can actually, that was one of the things that I used to do, is pick up signals intelligence, electronics intelligence, just pick up anything out there. and then you have to figure out what it is and what its capabilities are.  So you have to cover, you pick up AC power, you know, 60 cycles here, but of course overseas it's not 60 cycles. CRT monitors give off mobile AFM, FMs, TV. Then we've got Wi-Fi, Bluetooth, microwave, and satellite in that spectrum.  You have sunlight, and then above that, you've got x-rays and radioactive sources. And we use all those things. I mean, basically everything in there, in the field of electronic emissions, we pick up stuff from all of those, and because we, they can help us identify, well like, you know, when Dolittle made his raid, you know, how did he know where he was going? He picked up radio stations, right? Because he didn't have GPS.  So, but he, but you know where Tokyo Rose, or whatever it is, you know, she was, you know, pounding away and you knew exactly where she was located.  So you could, direction DF, you could find her and figure out where you're going. 

So electronic support, let me start with that. It's the rapid detection, interception, identification, tracking of electromagnetic energy sources in order to recognize the threat, collect targeting signals, intelligence data, and enforce, inform future operational planning.
So if you know where the signals are coming from and what they represent, you know, like it's a SAM site. So they have certain kinds of radars and so forth. So once we locate the SAMs and we know where they're located, and then that information goes to command so they can forewarn any of our aircraft or whatever, any operations going on.  So that's the kind of thing, as I said, and then ELINT analyzes the frequencies, patterns, operating procedures. So one of the things that we would do is actually analyze a radar. Radars have usually more than they do have multiple modes of operation.  They may be in multiple frequencies, and if you're going to jam them for any reason, then you need to know what all of those different options are, so to speak. If it's a fire control radar, then you need to know what operations they are, because if you're in a plane and you're trying to jam them, you need to be able to know they're on this frequency, you know, trying to track you right now with that, but you can jam that, but they can flip to a different mode and then pick you up again. So you want to make sure that you can follow them.  So a lot of this is being that the new processes are using AI basically to analyze the emissions environment and help you make decisions about what to do. It's a very complex environment electronically. I mean, there are so many different kinds of signals out there, and so we basically would catalog it.  So if you would know, you know, what a fighter plane, you know, one of the Sukhoi, Russian Sukhoi fighters had on it, or Ilyushin bombers, or whatever it might be, you identify what are the characteristics of that plane. So if you pick up these signals automatically, you know that's what it is, even if there's no communications. 

So electronic protection.  So this is one that pretty much everybody understands. There's flares, for example. I don't know, Jerry, you may have used these perhaps.  C-130s often carry a bunch of flares and chaff and so forth. So if they find out somebody's tracking them, they just send out those things, and if there's any missiles sent out, it goes after the flares, you know. But the chaff, of course, is just basically confused.  So we also have now, of course, problems with drones. So you want to be able to identify drones and be able to protect yourself from them. Now those, as we all know, are a little more complicated now.  Initially it was what they call FPV, first person view drones. So basically I'm sitting there with a controller, it's got a camera on it, I'm watching the camera, and I'm using the joystick, and I'm driving it somewhere. But the problem with that is I'm sending a signal to it, it's sending signals back to me.  So if you're somebody on the other end, they can, one, they can see where the drone is, and they can also see where I am, which is bad news. So they've gone, they've advanced beyond that to where in some cases they actually use a fiber optic cable, you may have heard about that, scarcely bigger than a human hair on a reel, and so the drone flies out and it's controlled through a fiber optic cable. But that limits the distance, obviously, that it can go.  And then the third option is that you program it to go to a certain location, and then say, if it's a kamikaze drone, it just dives on it. If it's got bombs, then it's going to drop it, then it's going to drop it. In other cases, they've actually already put AI chips into these things, and they basically trained it to know what a target looks like.  So those are harder to identify, because they have a very small radar signature in the first place. So if they're not sending any signals out, but they do have to pick up GPS, so you can, in fact, fake them out by sending false GPS signals. And the Russians have already done that.  They had, around the Kremlin, they were concerned about drones around the Kremlin. So they've actually got systems around the Kremlin that actually send out false GPS locations. That's to a location that's like 100 miles or 50 miles away.  So if a drone comes and it's running off of GPS, it's going that direction instead of towards the Kremlin. So they've done that, and different people have gone and actually measured those signals around the Kremlin, which is kind of interesting. 

So there are a lot of different systems out there.  You've heard about the Dome, the Israelis Dome that they've developed and so forth. But the Brits have a system. Many different ones are being developed, which basically are helping you to identify drones.  And then, so that's some of the antennas and so forth that are used to identify them. There are also some mobile ones that the U.S. 25th Infantry Division operates called Thor and Minehound. They're two counter IED devices that can pick up IED emissions.  So like if they're using the telephones, you know, you may have seen that. 

On the left there, there's a couple of guns that are actually used. They're electromagnetic guns.  So basically, they can shoot a drone and incapacitate the drone with the gun. Of course, you have to spot it first. And then on the right, same thing. 

 Another thing that you've got is towed decoy systems. So behind an aircraft, you can tow something that when necessary, if you get detected, basically it can fire up basically just like an aircraft. And it will fly a certain distance, but then at a certain point, you cut it loose and it goes off by itself and hopefully, the missile will follow it. So that's another. And of course, we all know about that.  

Electronic attack using electronic energy, as we call signal jamming. We all know about that stuff. Electromagnetic deception.  There's this thing that's called spoofing, and spoofing is something the Russians have done in Kaliningrad, which is the, what do you call it? It's on the Baltic Sea. It's a separate piece of Russia.  It's right between Poland and Lithuania.  And it sits on the Baltic Sea. And that place is super loaded with all kinds of electronics equipment. And so what they've been doing, one thing is they've been jamming GPS.  So they're forcing civilian aircraft basically to either go to a different location. There was one prime minister of some country was trying to get ready to land in Poland and they had to abort because the GPS thing was all completely jammed. I don't know if you may have read all about all this stuff.  But spoofing is where they actually send out a signal so that you're in the wrong location. So if you're a plane and you're flying along and you're looking at your GPS thing and think you know where you're going and they basically jam it. The signals are very, very weak anyway.  They come from satellites. So it doesn't take an awful lot to overwhelm that. So what the Russians have started doing is, and they've been doing this in a number of different countries, is basically sending out a false GPS signal.  So the problem with that, of course, if you're near to the Russian border is you could go into Russia unintentionally. And perhaps this has already happened. So we're working on systems to counter that, you know, and one of the things is every aircraft, civilian aircraft at this point, is able to pick up three different kinds of navigation. Celestial navigation, you know, we don't have navigators anymore, but you have computers and they can actually do it by celestial navigation. So a lot of that is being done by celestial.  If you're in an area going over the poles or you're going near Russia, you pretty much have to use that. Their GPS is US, but the European Union has a similar thing. China has their own, Russia has their own, India has their own, and so does Japan.  They're all GPS systems. They're all based upon satellites, but they're like that. They use similar frequencies to what ours are, but we have several different frequencies that we use that's generally used, and then we have a couple that are used by the military that are not published, but people know what it is.  So anyway, that makes it kind of complicated. Yeah, there was a James Bond movie that was based on doing spoofing. Right, that's right.
So this is one of the interesting aircraft. The Navy's EA-18G Growler is basically set up as an airborne electronic attack aircraft. So it's to follow, basically it will go along with other fighter aircraft, and so the idea of this thing, this device, is it will pick up electronic emissions.  It will pick up the emissions, and then the operator, electronic warfare operator, who's a second seater in this thing, will actually decide what approach to take and trying to protect the rest of the fighters. So it uses a number of, you know, radar warning receiver, active scanning arrays, integrated defense systems, and so forth.  Intensive electronic countermeasures. I mean, it has a helmet-mounted cueing system, so it's basically like a heads-up thing with a helmet. So the electronic warfare officer can basically just look at the target, and the computer system in this will automatically home in on that target, which is kind of neat.  

Anyway, and then if you look at some of the ships, a lot of the ships now, like this is the Aegis Ballistic Missile Defense System, U.S. Navy guided missile destroyer. It has multiple electronic warfare systems on it. It has a chaff launcher, which is kind of, I won't say it's relatively new within the last 10 years to ships, to have a chaff launcher.  It's got electronic warfare suites that will do different kinds of things. Short-range surface search navigation radar, because they want to identify any target that they can, obviously. So they have the ability, on the right there, if you see that little like R2D2 thing, that's actually a, I think I'll name it, oh, Phalanx weapon system.  And that friend of mine in Los Lunas, I'm going to see, that was her project. She built the Phalanx system, weapon system. It's basically a Gatling gun. It's computer operated because the problem we're getting to now is that you're in an environment where there are so many targets that a human can't decide on, you know, the targets, which one's closer. So the idea is that the computer will do it now.  And it uses AI to basically decide, you know, it will actually track the target and know whether or not it's likely to hit the ship. And if it's not, it may pass on that one, if you understand what I'm trying to say. But this thing is how, right now, currently, before we get lasers on them, that's the means of actually shooting down the drones.  And they've used it, they used it in the Persian Gulf already. 

So I mentioned about the GPS. I mentioned the different systems that are out there, global navigation satellite systems.  You know, Russia has GLONASS. Oh, that's right, China is BeiDou. European Union is GALIO.  Now we have the ability to use it when we're in operating in those environments, we can use those systems as well. So if we have to switch from one navigation system to another, we can do that. As it says, Russia is suspected of disruption.  Since I did this thing, there's a lot of examples where they are disrupting systems. And they spoofed ships. That's right, on the Black Sea in 2017, during the Ukraine invasion, the airport at Sochi was spoofed.  So there are ships in the Black Sea that were sent signals telling them they were in Sochi. A bunch of, like, 17 different ships were told, and that's how we found out that they were doing this, actually, initially. But that happened in 2017 during the Ukraine invasion.  

That's the thing from James Bond right there.  It's not real, of course.  Right, but the thing is, the concept was there using existing technology.  That was 1997.  So that's 30 years ago.  So there's a Kaliningrad, if you see there on the map, and there's that little gap, you see that little red line there? Yeah. So basically, if Russia wants to get, mainland Russia wants to get over there to Kaliningrad, its shortest path is to go through Belarus, which is just a fiefdom from them anyway. They would have to cut through that area, which is either Lithuania or Poland.  And there's, as a consequence, Lithuania and Poland are both arming themselves and doing a lot of stuff there. And that's, on the right there, that's one of the towers in Kaliningrad that you can find. 

So there are a lot of different systems that Russia has developed for electronic warfare.  So some of those towers on the left are the, those are, the role of those things is, as it says, to eliminate high frequency broadcast from NATO. So basically, we're trying to, if NATO is trying to communicate with themselves, each other, or in our troops in the field, you know, they would use these things, which are mobile, mounted on mobile armored vehicles. They would mount, they would take them into border areas and then pump a lot of energy into them and basically jam the HF systems that NATO uses.  Range, 3,000 to 5,000 miles? Yeah. It's a long distance. Yeah.  It is. And then they have other systems, too, that they've developed. It hasn't helped them a lot with Ukraine at this point, but, yeah.  

Then this is some more of their systems. The bottom left there is a system that they developed, this RP-377, this to jam against IEDs. And they bolted them to tanks, basically, so if they're in the field, they can jam IEDs.  There's IEDs, which are not like mines, but ones that are set out to operate when somebody sets it off electronically. But the previous jammer, they probably don't use it that much because then Ukraine would send anti-radiation drones to attack them and take them out. Well, IEDs haven't been used as much because they're, I shouldn't say because, my opinion is, because they're not using main roads and things.  I mean, they're trying to... Yeah, but I'm talking about the previous slide with the tall towers of the jammers. Right. That they're setting out a signal, which means now a drone can home in on it and destroy it.  It's true. Well, they're armored, but yes.  You know, the U.S. has had harmed missiles for that exact reason.  Sure, yeah. Of course, you know, that somebody could be... Unless that missile has multiple means of... Right. Some missiles that Ukraine is now developing are using, actually, what do you call it? Oman jammer or something? No, it can identify location, I mean, visual location of the spot.  What do you call that? Direct... Direct fire or directed energy? It'll come to me in a minute. So, it doesn't have to rely on GPS. It can actually detect... It's like it has a map in it.  Yeah. And it can see where it's going. Yeah, they had that... The cruise missiles from the U.S. in the original attack on Iraq had the same thing.  They had a map on the missiles and they had to update it every day because the previous night's mission would take out buildings, and so the digital map was no longer accurate.. If you just get to a hotel, there's a marker.  Yeah, right. Right. And how they... For the hangars, for the Iraqi Air Force, the big heavy concrete bunkers to prevent being bombed, the cruise missiles would come in the access door on the side and go get inside and then blow up.  But the thing about it, this whole thing, is that everything right now, because of the Ukraine, is just changing... So rapidly. Rapidly. 

I mean, Sid, I did this about a year ago, but a lot of this stuff is changing.  So basically, the top there is basically the common band uses by the Russian early electronic warfare systems. So they designed different systems to cover different parts of the electromagnetic spectrum. So whatever they're expecting to come up with, they can send that equipment to that location for that purpose.  

Ukraine has been using stuff. And they have their own names for these things, Quartz, Graphite, Pokcrova, capabilities to counter the high precision weapons like missiles. But as I said, the problem with this is with the bigger systems, you spend a lot of time and money building this thing, and then there's something that comes out to counteract it.  And so Ukraine just keeps using lower, cheaper, or less expensive things to do their damage with. And they've been working around what the Russians have been doing. 

So these systems, as you can see down at the bottom there, this says US Coast Artillery Corps Aircraft Sound Locator System.  This was 1932. So they realized that, you know, things make sound, you know, you can hear them. Now, of course, they were concerned with propeller planes.  Which is obviously very different from today. But we use acoustic sensors. We use them in Vietnam.  As you know, we drop them, you know, by parachute. They would land in the swamps, excuse me, in the jungles. And then we would pick up the signals.  We could hear the sounds of what's around it. And so you could identify a tank, an armored personnel carrier. You could identify when there's 20 different people walking down a trail, and so forth.  And that was how we were trying to figure out where, you know, the Viet Cong was located. So that helped us somewhat. So Ukraine has done this.   They've put out there about 6,000 sensors along the 1,000-kilometer war front that they can use to detect the Shahed-136 drones. Because a lot of the drones are propeller type. And so you can pick up the sounds, a very specific sound.  The Shahed drones are the ones initially made in Turkey, but they're actually made other places now besides Turkey. 

So, yeah, the interesting thing is there's technology inside them that are made in the United States. And of course we find that China has been using our stuff, and so has Russia, getting it illegally, of course.  

So the Houthis in the Persian Gulf, excuse me, in the Red Sea, were targeting ships based upon the automatic identification system. So it's kind of like an IFF for an aircraft. I think I may have talked about this previously.  So any civilian ship basically is supposed to be sending out this signal. And so there's an organization that tracks all this stuff, I guess. But there's an AmericanSecurityProject.org. So you can go onto that website, and you can actually see.  So all those dots are ships, or they're in the water. And so the Houthis can basically log onto the computer, identify a ship that's getting ready to pass through there, and then it tells them information about who the owner of the ship is, you know, what kind of ship it is, whether they carry in, like, it's an oil tanker, or if it's a cruise ship, or whatever it is. Military ships, like the Russians, will turn their systems off when they're transiting certain areas.  So they can't be identified. They used to do it when they go through the Straits of Dover, but the British caught on to that and complained to the Russian Government about it.  So they haven’t been doing that.  You can see them.  Yes, you can see them.  You are required to do that.  The main reason is so you don’t run into somebody else.  The ships are so big, it takes so long to turn or stop, they don’t want them to run into each other.  So that’s why they developed the system.  Tracking the Russian ghost fleet oil tankers.  So AIS systems broadcast the information every two to ten seconds.  So every two to ten seconds that location of the ship is out there for anyone to know where it is.  So the Houthis identify a ship’s location and send that information to a radar station and so forth.  

The ship in the upper left is an Iranian ship that was sitting there down near the Bab el-Mandeb Strait.  That ship is sort of sitting inside there.  It is thought to be a spy ship for the Iranians who are providing location information and information about the ship to the Houthis.  But they park their ship in a location that is right near a Chinese naval base.  So they felt that the U.S. would not go after them so close to a China base.  They are basically docked out there.  

So the one on the right those little circles are places where ships have been attacked.  Down there that big circle is where the strait gets very narrow.  So down there it looks wider, but the ship channel isn’t that wide.  Of course they have to stay very narrow, some are going in and some are going out.  So it’s a pretty narrow location, and certainly a great location for a target.  

So lasers, I did this a year ago, we’re developing a lot of different kinds of lasers.  So are the Russians.  So are the Chinese.  The problem is, as you can imagine, getting enough energy to knock down something.  I worked on the airborne laser project back in the 90s.  It was a 2 megawatt chemical iodine laser, and the problem was if you were going to shoot down a Scud missile you have to find it.  You know of course it's it's moving upward and it's rotating as it's going up and you have to be able to put it on a certain spot on that scud missile and hold it on that same location for a certain period of time in order for the laser to actually do what it needs to do and that was the big challenge because you're on an airborne platform flying as well so like a i think it was 747 at Kirtland that's where i was so 747, and the idea is that you have to hold it on there for a certain period of time and then you had to have so they had to use chemicals to maybe basically create enough energy in order to make that laser work.  We tried that for four years five years or something and then they canned the whole thing because it's a real pulse megawatt laser it was continuous you need an enormous amount of cooling you do yeah it was it had several it had to have it had several i think this is all out in the open they had they had several different systems you had to first identify it, then you had to track it, then you had to turn on the laser to hit it, and then you had to keep tracking it the whole time and of course it's gaining elevation and there's clouds and all sorts of stuff you know, but and i can't tell you how I can't tell you the distance, but it was a pretty good distance away that you would be and at the same time uh but you had to hold it on there for a period of time long enough to actually knock it out and uh but of course that became moot. Well you know once the you know Iraq was toast yeah of course the aircraft that's on is also moving and bouncing around it is but it's flying at a higher altitude in a less turbulent area and it's outside of the war zone the intent was to have it fly figure eight pattern basically outside the war zone and then so you know you're flying this way and then you had to you had to stay within a certain distance so you had to have computer capabilities on there to basically alter all the parameters parameters and they're all the aiming continuously oh yeah I mean it was it was quite a challenge.  It was interesting yeah.  Did that thing die technically or did it die from the financially no not financially but the cold war the end of the cold war and they just stopped then just oh no no this was in the 90s it was the 90s is when they did the big military yes yeah cold war was over what 91 yeah technically so this was later in the 90s they were doing this but yeah so they're basically ended up not being sufficient support for it and they've pretty much done all their testing anyway you know.  So I think and then since then they've developed so many other I mean that technology is so old at this point.  I mean it's so and then we deployed a we did deploy a field uh laser the army's directed energy maneuver short range air defense DE M-SHORAD they always like the acronyms some long name.  It was a 50 kilowatt system and you can't do a whole lot with 50 kilowatts but they and then they have a 20 kilowatt laser weapon on this new infantry squad vehicle.  So now I said this was a year ago so this is probably way out of date at this point as to what they have.

This is what's on some of the ships right now this is the Navy's AN/SEQ-3 laser weapon system and so that telescope looking thing it has and then you can see two or three there's a laser pointer on the slideshow no I have a laser pointer here it's in it's in it so you see that opening right there and then there's two more right there and there's two more right there so it's using a combination of infrared and other techniques to actually identify the target and track it.  So that's how they and then it use up part of it is optical so it uses optical and infrared in order to actually identify the target, track it, and then the laser itself would shoot so they've had that so that was in 2017 down there.  2017 is when they were doing that so they've been at it now for a while.  So is that mainly for taking on drones.  I think the intent was actually to be able to knock out missiles.  This was this was back in 2017 so it was really before drones became anything significant.  I mean the forward-looking people in the military have thought about this the drone thing for years.  I mean it's not a new thing it's just the development of it and the amount of innovation in it is new i mean there's a lot of innovation in it now that we have chips that you know that can do AI, and so forth that you can just put on it I mean it's really kind of mind-boggling.  

Actually so over here on the left that's the 747 the airborne laser from Kirtland that I was involved with.   Anyway that's what it looked like the whole central part of that the fuselage there was pretty much empty and filled with it had to have large amounts of chemical tanks in order to do this stuff, and then on the front it had a couple of different as I said. So like this was a tracking laser right there, and this is where the main.  It's actually aiming downward right at the moment because as they were flying they didn't want to aim forward unless they needed it.

So this was a test of the British  UK DragonFire laser in the Hebrides shooting down a drone, and that's what the system looks like there on the right.  Again this was probably a couple years old anyway.  I don't know so that was that sorry I didn't remember as much about this as I thought it might but it was a long time ago I did this.
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